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[bookmark: _Toc462478989]Abstract of the contribution: This paper proposes a new solution for AIoT data transmission that’s based on CIoT Control Plane optimization.
1	Discussion

2	Proposal
It is proposed to include the proposed new solution in TR 23.700-13.
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Table 6.0-1: Mapping of Solutions to Key Issues
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		* * * * Next Changes (All New Text) * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157661584]6.X	Solution #X: AIoT Data Transmission Using CIoT Control Plane optimization
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157661585]6.X.1	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details.
This solution addresses KI#3, “Support of Ambient IoT Services”. The solution assumes that an Intermediate Node-UE forwards AIoT data between one or multiple AIoT devices and the 5G network. (Topology 2).
5GC already supports Control Plane CIoT Optimization for transfer small size data as NAS payload. The mechanism is suitable for most AIoT use cases. However, an AIoT device may not be able to perform direct communication with the network or not support NAS stack, thus, they cannot directly utilize the mechanism for data transfer. Instead, they can transfer the data through a IN-UE that supports CIoT Control Plane optimization.


Figure 6.X.1-1: AIoT data forwarding by IN-UE using CP CIoT Optimization
NOTE:	How the AIoT device exchange data with the IN-UE is not in the scope of this solution.
For this solution to work, the network needs to be able to associate the UL/DL AIoT data with the PDU Session that IN-UE establishes for AIoT data forwarding. The principles of this solution are:
· The IN-UE establishes a PDU Session for a AIoT device or a AIoT service, using CIoT CP Optimization.
· During the PDU Session establishment procedure, the IN-UE and the network also establish a AIoT Data Context (ADC) that associates one or multiple AIoT devices to the PDU Session. The ADC contains the PDU Session ID, AIoT device ID (S) and AIoT Service ID. The ADC is assigned a unique identifier. The IN-UE and the network functions (AMF, SMF, NEF) maintain its own copy of ADC.
· In the UL, when the IN-UE receives the data from the AIoT device, it locates the associated ADC and PDU Session and forwards the “ADC Identifier + data” as NAS payload to the network.
· In the DL, when the NEF receives the incoming data targeted for the AIoT device, it locates the associated ADC and the PDU Session and forwards the “ADC Identifier + data” towards the IN-UE which forwards it to the target AIoT device.

 
[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157661586]6.X.2	Procedures
6.X.2.1	ADC establishment
Editor's note:	This clause describes high-level procedures and information flows for the solution.


[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]Figure 6.X.2.1-1: IN-UE initiated ADC establishment
1. The IN-UE pairs with an AIoT device and may collect simple information of the AIoT device such as device identifier (e.g. UPC or EPC), its associated application/service.
2. The IN-UE initiates PDU Session establishment for the purpose of CIoT CP optimization. The DNN/S-NSSAI for AIoT service may have been configured in IN-UE (e.g. in URSP rules). The IN-UE stores the AIoT device ID, AIoT service ID and PDU Session ID as the ADC and allocates a unique ADC identifier, and includes the ADC identifier and ADC content in the PDU Session establishment request.
3. The AMF selects the SMF that supports the CIoT CP optimization and the AIoT service and forward the ADC to the SMF.
4. The SMF selects a NEF as the PDU Session anchor and initiates the SMF-NEF connection establishment. The SMF forwards the ADC to the NEF.
5. The NEF initiates the NIDD configuration with the IoT AF that’s associated with the AIoT Service ID. 
6. The AMF returns the PDU Session Accept message to the IN-UE. The IN-UE is now ready for forwarding AIoT data using CIoT CP optimization.

6.X.2.2	UL AIoT data forwarding using the ADC



Figure 6.X.2-2: UL AIoT data forwarding using the ADC
1. The IN-UE receives UL data forwarding request from the AIoT device.
2. The IN-UE locates the ADC for the device.
3. The IN-UE sends the AIoT Data Payload, which includes the ADC ID and AIoT user data, in a NAS message to the AMF.
4. The AMF forwards the payload to the SMF in Nsmf_PDUSession_SendMOData request.
5. The NEF forwards the payload to the NEF in Nnef_SMContext_Delivery request.
6. The NEF forwards the payload to the IoT AF.

[bookmark: _Toc157661587]6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
UE:
· Supports AIoT data forwarding.
· Supports ADC generation and management.
· Supports data forwarding using ADC.
AMF/SMF/NEF:
· Supports data forwarding using ADC.

* * * * End of Changes * * * *
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